New Module (July 12):
Vulnerability Assessment
and Management

[[1 New Module Release
We've just dropped a new module: Vulnerability Assessment and Vulnerability Management

[I] New Features:

e Dashboard components:
o Overall Vulnerability Score
o Overall Vulnerability Score - Trend
o Vulnerabilities by Severity
o Vulnerabilities by Asset Type
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e Scans Page: After starting a scan, needs page refresh to see the running scan.
o Scanning Capabilities:
o Website Scanner only, using NMAP. Network Scanner, Mobile Scanner, and
Quick Scan are not yet supported.
o Able to show CVEs of a website/website port.
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[I] Known Issues:

e When there is a running scan, there is no data in the Dashboard. When all scans are
finished, there is data present.
e No descriptions for CVEs yet

Stay tuned for more exciting updates!
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