Daily Update: November 6

Here are the main updates of the CISO Workplace:
General Updates:

Support for MSSP Dashboard

Hi Aldion Pueblos, Good Evening

Clients
Q Sort By Seve.. v

Log Collector Status: Log Collector Status:

Log Collector Status:

16 Cases 0 Alerts l-I 12 Cases 0 Alerts lil 65 Cases 0 Alerts

23 Cases 317 Cases

83 Cases
L}

Log Collector Status: Log Collector Status:

Log Collector Status:

12C 0 Alert:
lil i o |-| 12 Cases 0 Alerts 0 Alerts

99 Cases
83 Cases 7 Cases
| |

CIM Updates:

Indicate Log Source in Alerts
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Alert Summmary

The Summary of your Alert.

AWS IAM Deactivation of MFA Device
[cytech_developmentoperations]

Identifies the deactivation of a specified multi-factor authentication (MFA) device and removes it
from association with the user name for which it was originally enabled. In AWS Identity and Access
Management (IAM), a device must be deactivated before it can be deleted.

TimeStamp:  11/6/2024, 6:27:55 PM

Reason: iam event with source by sreated medium alert AWS
IAM Deactivation of MFA Device [cytech_developmentoperations].

Framework: * no data to show

Severity: medium

Tags:

Bug fix Updates:

1) Bug Fixes in CISO Workplan Module
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