Daily Update: November 15

Here are the main updates of the CISO Workplace:
Compliance Updates:

Generate Gap Analysis Report

PCI DSS Version 321 - SAQ A >

Gap Analysis
Complete Gap Andlysis to identify gaps on each sections

Progress
T EEE———————————————————————————————

Sections PCIDSS Version 3.2.1- SAQ A

Requirement 2: Do not use vendor-supplied defaults ..

Subsections PALC)) @ ~pplicable

Requirement:

Are vendor-supplied defaults always changed before installing a system on the network? This applies to ALL default
passwords, including but not limited to those used by operating systems, software that provides security services,
application and system accounts, point-of-sale (POS) terminals, payment applications, Simple Network Management
Protocol (SNMP) community strings, etc.
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Download Gap Analysis Report
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Generate Gap Analysis Report

Get a comprehensive summary document of your gap analysis.
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CIM Updates:

"Cases Assigned to me" in CIM Dashboard

General Malware Credential Comprom.. Ransomware Data Breach Malicious Email Third-Party Incident

14 1 2 0 0 4 0 0

Cases for the past 30 days Cases for the past 1l days Cases for the past 16 days No cases for this category No cases for this category Cases for the past 28 days No cases for this category No cases for this category
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Overall Risk by Open Cases Open Cases Cases Assigned to Me
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Log Collector Status

cytech-logc..

Alerts Log Rate
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Logs Per Day

Log Collector Dashboard
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Agents with Errors Agents with Error Logs

@timestamp agentname message
24,388 2024-11-15T11:04:07.6442 Error gatting bucket logging for bucket speration er
2024-11-15T11:04:06.7882 Error getting bucket ACL for bucket operation error ¢

22,488

2024-11-15T11:04:05.8387 Error getting bucket policy for bucket operation err¢

I cases 2024-11-15T11:04:05.0372 Error getting bucket logging for bucke! operation error

[ Reports 2024-T-15T11:04:04.763Z Error getting bucket ACL for bucket operation error $3:
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