Daily Update: August 30

Here are the main updates of the CISO Workplace:
CIM Updates:
Playbook Support in Cases

Limitation: Only 1 Playbook is currently defined: Attempts to Brute force Alerts
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1.1 User Identification

Description

To find out who triggered the detection, look at the event timeline of the detection. Determine whose email address is connected to the
event.
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RM Updates
Size Adjustment to Risk Details

Risk Details

Risk Category

Choose the category to which your risk belongs.

Risk Category
Health Hazard Risk

Risk Type
Technological

Method of Detection

Choose the Detection Method that suits your risk.

Method of Detection

Competitive Analysis

Risk Owner

Choose the Risk Owner.

Risk Owner

Aldion Pueblos

Company Representative

Choose the Company Representative

Layout and component adjustments in the Task Management
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UEBA Updates
Bug Fix for the detecting Total Users

Bug Fixes in Dashboard
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