Daily Update: August 13

Here are the main updates of the CISO Workplace:
Login Updates:
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CIM Updates:

Display the Timeline of an Alert


https://cytechint-docs-bookstack.s3.amazonaws.com/uploads/images/gallery/2024-08/csFYZyzmWYweDniy-image.png

Alert Summary

The summary of your Alert.

Investigation

Summary Table View Raw File Timeline

End Point File Event 7
Event Category: webauthentica...
Host Name: Date: Aug 11, 2024
Source IP: 8:06:38 PM
Destination IP:
User Name: info

End Point File Event -
Event Category: webauthentica...
Date: Aug 11, 2024 Host Name:
8.06:07 PM Source IP:
Destination IP:
User Name: info

End Point File Event P
Event Category: webauthentica...

Bug Fix on the Log Collector Status in the Dashboard.
If the Log Collector is Unhealthy, "Unhealthy" will be displayed instead of "Offline".

Cyber Incident
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Guarded Logs Per Day

3.2 MB of 2.6 GB used

Alerts Log Rate

48.80

RM Updates

Risk Assessment Mitigation Form
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ation lacks a structured approach for integrating security measures into the software development process, leaving systems vulnerable to security flaws and vulnerabilities.

Updats Assasement

Risk Type: Physical Risk Score:

Admininstrative Controls: « Log and Event Management/Signed
Components

Risk Owner

Threat Description: Test Level of Impact:

Method of Detection: Data Analysis (e IR BT

Physical Controls: NA
Vulnerability Description: Test

Company representative: - PC Performance Tuning:
Identified By: Ofer Rosenbloom Cyber Security Managers:
Cvber Securitv Subiect Matter Exoert (SME):

Comments

Prepare and reduce the impact of negative events by giving recommendations.
Evaluation & Direction/Capacity & Performance Management

Recommended Actions
Prepare and reduce the impact of negative events by giving recommendations.

ZN  write a comment

Create Task from Dashboard

Task Overview

CREATE TASK by: Overall Due
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Mitigation Recommendation Form

Prepare and reduce the impact of negative events by giving recommendations.
Controls Category
Evaluation & Direction

Controls
Capacity & Performance Management

Task

Task

TEST

Priority Complexity
Normal Normal

07/23/2024 08/02/2024

Estimated Cost

ADD TASK

Control Effectiveness

High

Deadiine Date
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