
Overview

1. Cyber Detection and Response (5 Modules): This section provides tools for proactive
threat detection and swift response, including Cyber Incident Monitoring, Security
Orchestration, Automation and Response, Threat Intelligence, Endpoint Detection and
Response, and User and Entity Behavior Analysis.

2. Cyber Governance (5 Modules): Ensure compliance and effective governance with
features such as Security Compliance, Privacy Compliance, Governance and Management,
Cloud Security Posture Management, and Asset Discovery and Management.

3. Cyber Risk Management (6 Modules): Identify, assess, and manage cyber risks with
modules covering Social Engineering, Supply Chain Risk Management, Virtual Penetration
Testing, Vulnerability Assessment and Management, Cyber Risk Assessment, and Cyber
Risk Management.

4. Identity and Data Governance (4 Modules): Secure identities and data with Privileged
Account Review, Data Security Posture Management, Identity and Access Review, and
Data Governance tools.

5. Cyber Resiliency (3 Modules): Ensure business continuity and resilience against cyber
threats with Business Continuity Management, Disaster Recovery Planning, and Cyber
Insurance Analysis.
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